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Abstract: With the rapid evolution of the internet applications, internet
of Things becomes one of today�s hottest research areas due to its ability to
interconnected things together which reduce costs associated with comput-
ing. Many IoT advantages are incorporated with our lives, which can help
businesses, individuals, and society on a daily basis. IoT is Internet based
computing due to shared resources and information which are dynamically
delivered to consumers. However, IoT communications are vulnerable to at-
tack during the party credentials possesses to verify him/her self. Therefore,
this paper will explore veri�cation technique for IoT by implementing Lat-
tice Cryptography based cerographical position veri�cation. The proposed
scenario develops a problem transformation technique that enables prover to
secretly transform information with veri�ers. This work proposes the Lattice
key exchange cryptographic protocols to enhance the security of the IoT ac-
cessibility. However, the proposed scenario is secure, easy and straightforward
process. The position based Lattice key exchange protocol ensure the security
of the proposed scenario. Though, the Lattice of the key size becomes crucial
to prevent a brute force attack. Lattice problems o¤er the possibility of faster
cryptographic protocols.
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